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TV-1 Document

Added to TV-1:
Joint Architecture for Unmanned Ground Systems. JAUS Reference Architecture RA V3.2 - Parts 1-3
U. S. Government Virtual Private Network (VPN) Boundary Gateway Protection Profile (PP) for Medium Robustness Environments
IETF RFC 2917
IETF RFC 3031: MPLS Architecture January 2001 has been added per comments.

The following geospatial standards have been added

ISO 6709:1983: Standard representation of latitude, longitude and altitude for geographic point locations
ISO 19101:2002: Geographic information -- Reference model
ISO/TS 19103:2005: Geographic information- Conceptual schema language
ISO 19106:2004: Geographic info -- Profiles

ISO 19109:2005: Geographic info -- Rules for application schema

ISO 19111:2003: Geographic info -- Spatial referencing by coordinates

ISO 19112:2003: Geographic info -- Spatial referencing by geographic identifiers

ISO 19113:2002: Geographic info -- Quality principles
ISO 19114:2003: Geographic info -- Quality evaluation procedures

ISO 19115:2003: Geographic info -- Metadata

ISO 19116:2004: Geographic info -- Positioning services

ISO 19117:2005: Geographic info -- Portrayal

ISO 19118:2005: Geographic info -- Encoding

ISO 19119:2005: Geographic info -- Services

ISO/TR 19120:2001: Geographic info -- Functional STDs

ISO/TR 19122:2004: Geographic info / Geomatics -- Qualification and certification of personnel

ISO 19125-1:2004: Geographic info -- Simple feature access -- Part 1: Common architecture

ISO 19125-2:2004: Geographic info -- Simple feature access -- Part 2: SQL option

ISO/TS 19127:2005:Geographic info -- Geodetic codes and parameters

ISO 19133:2005: Geographic info -- Location-based services -- Tracking and navigation

Removed from TV-1:

FIPS PUB 46-3: Data Encryption Standard (DES); FIPS 74, Guidelines for Implementing and Using the NBS Data Encryption Standard; and FIPS 81, DES Modes of Operation AGENCY: National Institute of Standards and Technology (NIST), Commerce.
FIPS PUB 81: DES Modes of Operation

Rationale: 

Federal Register / Vol. 70, No. 96 / Thursday, May 19, 2005 / Notices

DEPARTMENT OF COMMERCE, National Institute of Standards and Technology

[Docket No. 040602169-5002-02]

Announcing Approval of the Withdrawal of Federal Information Processing Standard (FIPS) 46-3, Data Encryption Standard (DES); FIPS 74
Moved to TV-1

IETF RFC 2228: File Transfer Protocol, October 1997

Rationale:  This was enacted in Oct 1997 and adds secruity extensions to the FTP protocol

VPN Protection Profile: Virtual Private Network Protection Profile for Protecting Sensitive Information, Version 1.0, 26 February 2000
Rationale:  This standard is in use today for DoD and Gov’t systems.  Note: A newer standard is referenced, “U. S. Government Virtual Private Network (VPN) Boundary Gateway Protection Profile (PP) for Medium Robustness Environments”

TV-2 Document 

Added to TV-2:

The following geospatial standards have been added:

ISO/PRF 19128: Geographic info -- Web map server interface

ISO/CD 19130: Geographic info -- Sensor and data models for imagery and gridded data

Removed from TV-2:
Consolodated the Drafts: draft-ietf-secsh- SSH Protocol

Protocol. Authentication, Connection, and Transport Layers are listed as one standard

Rationale: Akthough separate draft documents, they are all part fo the proposed SSH-2 version of the Security Shell protocol update.

ANSI/INCITS 230-1994 and ANSI/INCITS 297:1997(R 2002) have been replaced by ANSI/INCITS 373.
Rationale: ANSI/INCITS 373 is the combination of the two standards and its amendments.

Moved to TV-2:
IETF RFC 2420: The PPP Triple-DES Encryption Protocol (3DESE), September 1998.

